
Weald uses a number of cloud based solutions, all with restricted access to client data by our employees. Our 
emails are within 365 and use 2FA for extra safety.  Our travelling laptops are encrypted. It is not possible to gain 
access to any Weald data without first going via some form of 2FA, either via 365 or a SonicWALL SSL VPN.

We are already using O365 Plan E3 with Security and Compliance enabled, this means GDPR reporting is available 
for OneDrive and Email.

Having recently completed ISO27001, we know that our Security Policies are beyond the standard required by
GDPR. Before May, we will take further steps to ensure that we know why & how each piece of personal data is 
being collected and whether it is necessary and then securely delete accordingly.

As a company, we hold very little personal detail on our clients making for a smooth transition for when GDPR 
arrives and takes full effect.

We commit to gaining explicit consent for any stored personal data and will comply with any requests for the 
removal of the same.

A new EU regulation will soon come into effect that will impact how all organisations collect and process 
people’s personal data. The General Data Protection Regulation will become law on 25th May 2018.
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